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As an important branch of network security, image steganography has set off a research upsurge
since it was proposed and plays an important role in all kinds of copyright protection. With
social changes, the traditional way of hiding important information in the carrier at the cost
of permanent distortion of the carrier can no longer meet more practical needs. For example,
in medicine, it is necessary to ensure not only the security of information in the transmission
process but also the lossless recovery of the carrier after the receiver extracts the hidden infor-
mation. Similarly, in military, the security of the carrier information is much more important
than the amount of information that can be embedded. With large data storage, cloud systems
are also facing the challenges of ensuring data security and reversible information extraction.
In addition, the massive spreading of harmful information will increase the difficulty of security
management. To address the above, image steganalysis techniques are highly effective. Of
particular interest here is the real-time image steganalysis when information timeline is of
importance. Using new technologies such as deep learning and pattern recognition to improve
the embedding rate and real-time steganalysis and to reduce time complexity are ongoing
research challenges.

This special section is intended to serve as a forum to provide recent advances in real-time
image steganography and steganalysis technology. The included papers cover exciting topics of
image steganography and steganalysis, including novel algorithms and applications.

Lu and Su build a user-news interaction graph and then present the weight learning and
preference decomposition (WLPD) news recommendation model for graph neural networks,
which is based on WLPD. This model not only takes into account the impact of the relationship
between news titles and content, both explicit and implicit, on the likelihood that users will click
on the news but also considers various potential preferences between users and their interactions
with the news.

Gottimukkala et al. put forward an image watermarking method for tamper detection and
correction using remainder value differencing (RVD) and extended Hamming code (EHC).
The efficacy of this technique is accessed through various quality metrics.

Hajjaji et al. present a hardware solution for securing digital information, specifically
images. To ensure both a high level of security and favorable performance, they proposed a
robust algorithm employing Shannon’s theory and Chaos, and implemented it on hardware.
The algorithm is a block cipher scheme that treats a block of 128-bit length.

Li, Kang, and Sakamoto propose a lossless data hiding technique focusing on cover data
size. Due to its short processing time, this technology can be applied to real-time scenarios.
Experimental results with MPEG-2 videos also show the technique’s efficacy.
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